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RIP Version 1 (RIPv1)
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Note for Instructors
B

e These presentations are the result of a collaboration among
the instructors at St. Clair College in Windsor, Ontario.

Thanks must go out to Rick Graziani of Cabrillo College. His
material and additional information was used as a reference
in their creation.

If anyone finds any errors or omissions, please let me know
at:

» tdame@stclaircollege.ca.
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RIP Version 1
B

RIPv1: Distance Vector,
Classful Routing Protocol

Interior Gateway Protocols Exterior Gateway Protocols

Link State
Routing Protocols Path Vector

Classless RIPv2 EIGRP OSPFv2 I1S-1S BGPv4

IPv6  RIPng EIGRP for IPvE OSPFv3 1S-18 for IPvE
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Background and Perspective

C
RIP evolved from the Xerox Network System (NS) in the late
1970's.

Various vendors included their own, slightly different, version
of the protocol in their networking software.
In 1988, it was standardized under RFC 1058.
Why learn RIP?
 Still in use today.

» Help understand fundamental concepts and comparisons
of protocols such as classful (RIPv1) and classless
(RIPV2).

» RIP is not a protocol “on the way out.”

» An IPv6 form of RIP called RIPng (next generation) is
now available..
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RIPv1 Characteristics and Message Format

The first version of RIP is often called RIPv1 to
distinguish it from RIP version 2 (RIPv2).

Both versions share many of the same features.

When discussing features common to both versions, we
will refer to RIP.

When discussing features unique to each version, we will
use RIPv1 and RIPv2.

CCNA2-5 Chapter 5

RIPv1 Characteristics and Message Format

C
¢ RIP Characteristics:
+ Distance vector routing protocol.
» Uses hop count as its only metric for path selection.

» Advertised routes with hop counts greater than 15 are
considered unreachable.

* Routing Table Updates:
* RIPv1: Broadcast every 30 seconds.
* RIPv2: Multicast every 30 seconds.
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RIPv1 Characteristics and Message Format

¢ Encapsulated RIPv1 Message:

I Data Link Frame Headerl IP Packet Header UDP Segment RIP Message
Header (504 bytes; Up to 25 routes)

Data Link Frame

MAC Destination Address = Broadcast: FF-FF-FF-FF-FF-FF
MAC Source Address = Address of sending interface

IP Packet

IP Source Address = Address of sending interface

IP Destination Address = Broadcast: 255.255.255.255
Protocal field = 17 for UDP

UDP Segment
Source Port = 520
Destination Port = 520

RIP Message:

Command: Request {1); Response (2}
Version =1

Address Family 1D = 2 for [P

Routes: Netwark IP Address

Metric: Hop Count

Chapter 5

RIPv1 Characteristics and Message Format

Data Link Frame IP Packet Header UDP Segment Heades

RIP Message
Header

(504 Bytes; Up to 25 routes)

Bit 0 il 15 23| 24 31
Command =1 or 2 | Version = 1 | Must be zero
~ Address family identifier (2 = IP) I Must be zero
IP Address (Network Address)
Must be zero ;
Must be zero
Metric (Hops)
Multiple Route Entries, up to a maximum o5

Contains up to 25 routes for

. ar ara Fe 5 “‘
each IP Address and Metric. e

B o ElR v 2 Extra space originally
added to support larger
address space.

IP Address The address of the destination raute, which may be a network, subnet, or
host address.

Address Family Identifier 2 forIP unless a Request is fo

Metric Hop count between 1 and 16. Sending router increases the metric hefore

sending out message
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RIP Operation

C
¢ On Start-up:
Each RIP-configured interface broadcasts a request
message, asking any RIP neighbours to send their
complete routing table.

Each RIP neighbour responds with the information.
The requesting router evaluates each route:
» If it's a new route, it gets added to the routing table.

» If it's already in the routing table and has a better hop
count (lower), the routing table is updated.

+ |f there are no changes, it is ignored.

The requesting router then sends a triggered update out
all interfaces that contains its routing table.
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RIP Operation

1. R3 Start-up Request

2. R2, R1 Respond

UPDATE

3. R3, Triggered Update
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IP Address Classes and Classful Routing
-

Data Link Frame IP Packet Header UDP Segment Header RIP Message
Header (504 Bytes; Up to 25 routes)

0 T 8 15 16 23 24 31
Command =1 or 2 | Version =1 | Must be zero |
~ Address family identfier2=1?) |  Mustbezero No
IP Address (Metwork Address)
Must be zero - _ Subnet

Must be zero

Metric (Hops) M ask

Multiple Route Entries, up to a maximum of 25

Bit

RIPv1 is a classful routing protocol.
RIPv1 does not send subnet mask information in the update.
The router determines the subnet mask.

» Uses the subnet mask configured on a local interface.

* OR applies the default, classful subnet mask.

Because of this limitation, RIPv1 networks cannot be
discontiguous, nor can they implement VLSM.
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Administrative Distance (AD)

R3# show ip route

<output omitted>

R 192.168.1.0/24 [120/1] via 192.168.6.2, 00:00:05, serial0/0/0
<output omitted>

R3# show ip protocols
<output omitted>
Routing Protocol is “rip”
Routing Information Sources:
Gateway Distance Last Update
192.168.6.2 120 00:00:10
Distance: (default is 120)

¢ Administrative Distance (AD) is the trustworthiness (or
preference) of the route source.

* RIP has a default administrative distance of 120.
» When compared to other interior gateway protocols, RIP
is the least-preferred routing protocol.
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RIP Version 1
B

Basic RIPv1 Configuration

192.168.3.0/24

S0/0M1
DCE

192.168.4.0/24

S0/0/1

192.168.1.0/24 ' 192.168.5.0/24
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RIPv1 Scenario A

192.168.3.0/24

192.168.4.0/24

$0/0M1

192.168.1.0/24 - ' 19 168.5.0/24
¢ Notice that this topology uses five Class C networks.

e Remember, RIPV1 is a classful routing protocol and alll
networks MUST have the same subnet mask.

e We will see that the class of the network is used by RIPv1 to
determine the subnet mask.
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Enabling RIP: rout er ri p command

R1# conf t Global Configuration Mode

Rl (config-router) # Prompt changes

e The router rip command:
» Does not directly start the RIP process.
» Provides access to configure routing protocol settings.

¢ No routing updates are sent until you configure the networks
that are participating in RIP.
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Enabling RIP: rout er ri p command

R1# conf t Global Configuration Mode

Rl (config-router) # Prompt changes

e To remove the RIP routing process from a device:
no router rip
» Stops the RIP process.
» Erases all existing RIP configuration commands.
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Specifying Networks
B

Router (config-router)# network
[directly-connected-classful-network-address]

e The net wor k command:

 Enter the classful network address for each directly
connected network.

* Functions:

+ Enables RIP on all interfaces that belong to a specific
network. Associated interfaces will now both send and
receive RIP updates.

» Advertises the specified network in RIP routing
updates sent to other routers every 30 seconds.
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Specifying Networks

R2 (config)$# router rip 2
R2 (config-router)# network 192.168.2.0 ONLY directly connected

R2 (config-router)# network 192.168.3.0 |
R2 (config-router)# network 192.168.4.0 CIaSSfUI addresses'

192.168.3.0/24

JR3 (config)# router rip
- R3 (config-router)# network 192.168.4.0
S0/00 B r3 (config-router)# network 192.168.5.0

192.168.2.0/24 192,168.4.0/24

S0/0/0

192.166.1.0/24 ' 192.166.5.0/24

Rl (config)$# router rip
Rl (config-router)# network 192.168.1.0
Rl (config-router)# network 192.168.2.0
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RIP Version 1
B

Verification and Troubleshooting

192.168.3.0/24

192.168.4.0/24

192.168.1.0/24 ' ' 192.168.5.0/24
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show i p rout e command

R1# show ip route

Codes: C - connected, S - static, I - IGRP, R - RIP, M - mobile,
<output omitted>

Gateway of last resort is not set

192.168.4.0/24 [120/1] wia 192.168.2.2, 00:00:02, Serial0/0/0
192.168.5.0/24 [120/2] wia 192.168.2.2, 00:00:02, serial0/0/0
192.168.1.0/24 is directly connected, FastEthernet0/0
192.168.2.0/24 is directly connected, Serial0/0/0
192.168.3.0/24 [120/1] wvia 192.168.2.2, 00:00:02, Serial0/0/0

e C in the output indicates directly connected networks.
¢ Rin the output indicates RIP routes.

Because this command displays the entire routing table, it is
normally the first command used to check for convergence.

Routes might not immediately appear when you execute the
command because networks take some time to converge.
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show i p rout e command

192.168.3.0/24

R1# show ip route 192.168.4.0124
Todes: € - connected, S - static, I - IGRP, R - R

<output omitted>

Gateway of last resort is not set

192.168.4.0/24 [120/1] wvia 192.168.2.2, 00:00:02, serial0/0/0
192.168.5.0/24 [120/2] wvia 192.168.2.2, 00:00:02, Serial0/0/0
192.168.1.0/24 is directly connected, FastEthernet0/0
2
3

192.168.2.0/24
192.168.3.0/24 | R2# show ip route
fodes: € - connected, S - statie, I - IGRP, R - RIP, M - mobile,
<output omitted>
Gateway of last resort is not set

192.168.4.0/24 is directly connected, Serial0/0/1
R3# show ip route 192.168.5.0/24 [120/1] via 192.168.4.1, 00:00:12, Serial0/0/1
H 192.168.1.0/24 [120/1] via 192.168.2.1, 00:00:24, Serial0/0/0
<output omitted> 192.168.2.0/24 is directly connected, Serial0/0/0
192.168.3.0/24 is directly connected, FastEthernet0/0

192.168.4. is directly connected, Serial0/0/1

192.168.5. is directly connected, FastEthernet0/0

192 .168.1. [120/2] wvia 192.168.4.2, 00:00:08, Serial0/0/1
192.168.2. [120/1] wvia 192.168.4.2, 00:00:08, Serial0/0/1
192.168.3. [120/1] wvia 192.168.4.2, 00:00:08, Serial0/0/1
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show i p rout e command
B

Identifies RIP as the source of the

o
Remote network address and subnet mask.

R1# show ip route

<output omitted>

n [192.168.5.0/24]l|120£2|"via 192.168.2.2" 00:00:23| lSerialOfO{Ol
AD of 120 / Metric of 2 hops

Address of the next
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show i p protocol s command

fshow ip protocols
Routing Protoceol is
Sending updates every 30 seconds, next due in 23 seconds
Invalid after 180 seconds, hold down 180, flushed after 240
Jutgoing update Ifilter list 1Tor all Interraces 15 not sSet
Incoming update filter list for all interfaces is not set

rip

Redistributing: rip

Default wversion control: send version 1, receiwve any version
Interface end Recv Triggered RIP XKey-chain
FastEthernet0/0 L2

1z

12z

Putomatic network summarization is in effect

[ el =

Maximum path: 4

Routing for Networks:
192.168.2,0
192.168.3.0
102._168.4.0

Routing Tniormation SoUICES:

Gateway Distance Last Update

192.168.2,1 120 00:00:18

192.168.4.1 120 00:00:22
Distance: (default is 1:0)
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ip ripcommand

R2fdebug ip rip
EIP protocol debugging is on
RIP: received vl update from 192.168.2.1 on Serial0/0/0
192,.168.1.0 in 1 hops
BIP: received vl update from 122,168.4.1 on Serizl0/0/1
Jag leg 5.0 dn. 1 hops
RIP: sending V1 Update To 2on.20h5.2n0 250 via Pasththernet0/0 (192.168.
build update entries
netwerk 192.168.1.0 metric 2
network 192.168.2.0 metric 1
network 19%2.168.4.0 metric 1
network 192.168.5.0 metric 2
sending wi update to 255 055 055 .05 iz Serizl0/0/1 (192.168.4.2
build update entries
network 192.168.1.0 metric 2
network 19%2.168.2.0 metric 1
network 192.168.3.0 metric 1
sending vl update to 255.255.255.255 wvia Serizl(/0/0 (192.168.2.2)
tuild update entries
network 192.168.3.0 metriec 1
network 1%2.168.4.0 metric 1
petmork 187 188 5 0 matrio o
E2fundebug all
All possible debugging has been turned off
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Passive Interfaces
192.168.3.0/24
A

S0/0/1
DCE

192.168.4.0/24
S0/0M

192.168.1.0/24

e Some routers can have interfaces that do not connect to
another router.
e There is no reason to send routing updates out that interface.

e You can use the passi ve-i nt er f ace command with RIP
to configure an interface to NOT send those updates.
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Passive Interfaces

192.168.3.0/24
= No Router
1 | Fao/o

S0/0/1
DCE

192.168.4.0/24
S0/0M
192.168.1.0/24

passive-interface [interface-type interface-number]

R2 (config)# router rip
R2 (config-router)# passive-interface FastEthernet 0/0

NO updates sent out interface fa0/0.
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RIP Version 1
B

Automatic Summarization

172.30.3.0/24

Modified
4| Faoro Topology
soon [ Scenario B
172:30.2.0/24 ’ 192 168.4 8/30

S0/0/0

172.30.1.0/24 DCE
oy Fall) S
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Modified Topology: Scenario B

172.30.3.0/24

172.30.0.0/1

6

172:30.2.0/24

S0/0/0

172.30.1.0/24 DCE
= Fa0/0 s

e Three classful e 172.30.0.0/16 e 192.168.4.0/24
networks: subnetted to: subnetted to:

172.30.0.0/16 172.30.1.0/24 192.168.4.8/30
192.168.4.0/24 172.30.2.0/24
192.168.5.0/24 172.30.3.0/24
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Modified Topology: Scenario B

172.30.3.0/24

172.30.0.0/1

5 so/on [
172:30.2.0/24

S0/0/0
172.30.1.0/24 DCE

e Fewer routes in a routing table means that the routing table
process can more quickly locate the route needed to
forward the packet.

e Summarizing several routes into a single route is known as
route summarization or route aggregation.
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Modified Topology: Scenario B
B  Configuration Changes — R1 I

Rl (config)# interface f£a0/0

Rl (config-if)# ip address 172.30.1.1 255.255.255.0

Rl {(config-if)# interface 50/0/0

Rl (config-if)# ip address 172.30.2.1 255.255.255.0

Rl (config-if)# no router rip

Rl (config)# router rip |10S automatically
Rl (config-router)# network 172.30.1.0

R1 (config-router)# network 172.30.2.0 corrects subnet
Rl (config-router)# passive-interface FaSllUCERCR-RoEES ]
Rl (config-router)# end network address.
Rl# show run

<output omitted>

1]

router rip

passive-interface Fa thernet0/0 The same thlng will
network 172.30.0.0 happen when R2 and

! R3 are changed.

<output omitted>
— - hapter 5




Boundary Routers and Auto-Summarization

172.30.3.0124
|

A Fa0i0

-««————— R2is a boundary router.
S0/011
DCE

172.30.2.0124

172.30.1.0124 192.168.5.0124

e RIP is a classful routing protocol that automatically
summarizes classful networks across major network
A2_Qoundaries.
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Boundary Routers and Auto-Summarization

172.30.3.0/24
|

172.30.0.0
.1 Fa0l0

-€——— R2is a boundary router.
Soion

172.30.1.0124 192.168.5.0124

¢ R2 has interfaces in more than one major classful network.
¢ This makes R2 a boundary router in RIP.
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Boundary Routers and Auto-Summarization
[iz2303024]

172.30.0.0
.1 Fa0l0

-€——— R2is a boundary router.
s W soioin

172.30.2.0/24 4 192.168.4.8/30

Soioi1

¢ Boundary routers summarize RIP subnets from one major
network to the other.

¢ Updates for the 172.30.1.0, 172.30.2.0, and 172.30.3.0
networks will automatically be summarized into 172.30.0.0
when sent out R2’s Serial 0/0/1 interface.
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Processing RIP Updates

R2# show ip route
172.30.0.0(24) is subnetted, 3 subnets
172.30.1.0 [120/1] wvia 172.30.2.1, 00:00:18, Serial0/0/0
172.30.2.0 is directly connected, Serial0/0/0
172.30.3.0 is directly connected, FastEthernet0/0
192.168.4.0/30 is subnetted, 1 subnets
192.168.4.8 is directly connected, Serial0/0/1
192.168.5.0(!)[120/1] via 192.168.4.10, 00:00:16, Serial0/0/1

¢ Classful routing protocols such as RIPv1 do not include the
subnet mask in the routing update.
e However, the routing table includes RIPv1 routes with both
the network address and the subnet mask.
How does a router running RIPv1 determine what
subnet mask it should apply to a route when adding it to the
routing table?
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Rules for Processing RIP Updates

S0/0/0

Routing Update and Interface

Same classful Major Network

Boundary
Router

192.168.4.8/30

Routing Update Subnet Mask

Use the Interface Subnet Mask

Different classful Major Network
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Use the Classful Subnet Mask

Chapter 5

Rules for Processing RIP Updates
B

172.30.2.2/2
4

_sho ip route

172.30.0.0/16 A Fa0/0

Boundary

172.30.0.0/24 1is subnetted, 3 subneks
172.30.1.0 [120/1] wia 172.30.2.1, 00:00:18, Serial0/0/0
172.30.2.0 is directly connected, Serial0/0/0
172.30.3.0 is directly connected, Fastgthernetolo

DCE
2 .&192.168.4.8[30

192.168.4.0/30 is subnetted, 1 subnets

R 192.168.5.[120/1] via 1

Routing Update and Interface

Same classful Major Network

erial0/0/1

92.168.4.10, 00:00:16, Serial0/0/1

Routing Update Subnet Mask

Use the Interface Subnet Mask

Different classful Major Network
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Sending RIP Updates

¢ Using debug to view Automatic Summarization

RIP: sending vl update to 255.255.255,255 via (172.30.2.2)
RIP: build update entries

network 172.30.3.0 metric 1

network 192.168.4.0 metric 1

network 192.168.5.0 metric 2

T Fa0io

» <l <« R2isaboundary router.

SO0l 7 soion
\ DCE

RIP: sending vl update to 255.255.255.255 vig Serial0/0/1] (192.168.4.9)

RIP: build update entries
network 172.30.0.0 metric 1

S0101

172.30.1.0/24 192.168.5.0124
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Advantages of Auto-Summarization

B 172303 024

—
o Smaller routing  peruewem——e .
updates are Sent Pt
and received, [Tyt b ot e
which uses less B 183 68, 80150 Y, AR Ry R, FRAERERSEEETYD
bandwidth for 4
routing updates
between R2

and R3. 172,301,024 192.1685.0124
R3 has a single route for the 172.30.0.0/16 network,
regardless of how many subnets there are or how itis
subnetted.

* Using a single route results in a faster lookup process in
the routing table for R3.
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Disadvantages of Auto-Summarization

10.1.0.0/16

209.165.200.0/2 P 209.165.200.0/2

S0/0/0 [ v
: 4

172.30.0.0/1
Fa0/1

e

-
172.30.2.024 000 . 172.30.200.0/24

¢ Discontiguous network, two or more subnets separated by
at least one other major network.

e 172.30.0.0/16 is a discontiguous network.
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Discontiguous Networks Do Not Converge

Rl (config)# router rip
Rl (config-router)# network 172.30.0.0
Rl (config-router)# network 209.165.200.0 fo-

R2 (config)# router rip
R2 (config-router)# network 10.0.0.0
R2 (config-router)# network 209.165.200.0

R3 (config)# router rip

R3 (config-router)# network 172.30.0.0
R3 (config-router)# network 209.165.200.0

¢ RIPv1 configuration is correct, but it is unable to determine
all the networks in this discontiguous topology.
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Discontiguous Networks Do Not Converge
- 1016 -

Fa0/0

S0/ [l §0/011
D

209.165.200.22880 8. 165.200.232/30

SO0

172.30.1.0/24 DCE

e Fal/g) =<

172.30.0.0/1 01 172.30.0.0/1

—_ - =
172.30.2.0/24 172.30.200.0/24

¢ Routers R1 and R3 will both advertise the 172.30.0.0/16
major network address (a summary route) to R2.
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Discontiguous Networks Do Not Converge

R1# show ip

172.30. is subnetted, 3 subnets
172.
172.

R3# show ip route
172.30.0.0/24 is subnetted, 3 subnets

172.30.100.0 is directly connected, FastEthernet0/0
172.30.200.0 is directly connected, FastEthernet0/1

R1 does not have routes to the LANs attached to R3.
R3 does not have routes to the LANs attached to R1.

¢ Note: The text/curriculum has the following routes for R1
and R3 (Text: Figure 5-15 and 5-17). These routes are NOT

in the routing tables.
Rl: R 172.30.0.0 [120/2] via 209. 165. 200. 230, 00:00: 26, Serial 0/0/0
R3: R 172.30.0.0 [120/2] via 209.165. 200. 233, 00:00:22, Serial0/0/1
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Discontiguous Networks Do Not Converge

I
Wi shcW ip Toite Two equal cost paths to 172.30.0.0/16

R 172.30.0.0/16 [120/1] wvia 209.165.200.234, 00:00:14, Serial0/0/1
[120/1] wvia 209.165.200.229, 00:00:19, Serial0/0/0

8§.165.200.232/30

5

172.30.2.0/24
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Discontiguous Networks Do Not Converge

R2# show ip route

R 172.30.0.0/16 [120/1] wvia 209.165.200.234, 00:00:14, Serial0/0/1
[120/1] wvia 209.165.200.229, 00:00:19, Serial0/0/0

R2 will Load Balance
S0/0/0 =l S0/0/1
t DCE

209.165.200.228/30 209.165.200.232/30

S0/0/0
172.30.1.0/24 DCE 172.30.100.0/24

R1 and R3 will each receive half the traffic
whether or not it is destined for one of their LANS.
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Discontiguous Networks Do Not Converge

R2# show ip route

R 172.30.0.0/16 [120/1] wvia 209.165.200.234, 00:00:14, Serial0/0/1
[120/1] wvia 209.165.200.229, 00:00:19, Serial0/0/0

S0/0/0 e 50/0/1
DCE

209.165.200.228/30 209.165.200.232/30

S0/0/0
172.30.1.0/24 DCE s0/01 172.30.100.0/24

Classful routing protocols do not support discontiguous
networks because the subnet mask is not included in
the routing table update.
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RIP Version 1
B

Default Route and RIPv1

172.30.3.0/24

Modified
Topology
Scenario C

50/0/0 [l S0/0/1

DCE 192.168.4.8/30

172.30.2.0/24 7 Static
Route

S0/0/0
S0/01

172.30.1.0/24 192.168.5.0/24
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Default Routes

172.30.3.0/24

S0/0/1
7 oNDCE 192.168.4.8/30
Static

172.30.1.0/24

In today’'s networks, customers do not necessarily have to
exchange routing updates with their ISP.

Customer routers have a default route that sends all traffic
to the ISP router.

The ISP configures a static route pointing to the customer
router for addresses inside the customer’s network.
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Default Routes
B

o Default Route:
» A special static route that is used to route packets with a
destination IP address that does not match any of the
other routes in the routing table.

|t tells the router

“If you don't know where to forward
the frame, send it here.”

» Uses a quad-zero definition for the route.

ip route 0.0.0.0 0.0.0.0
[ next - hop- address/exit-interface]
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RIPv1 Configuration R2 and R3

R2 (config)# router
R2 (config-router)#
R2 (config-router)#
R2 (config-router)#

rip
network 172.30.2.0
network 172.30.3.0
exit

R2 (config)# ip route 0.0.0.0 0.0.0.0 serial 0/0/1

soi00 [l s0/0/1

DCE

192.168.4.8/30
Static

DEfaLR\
Route

172.30.2.0/24

soiin /-
DCE /

172 30 4 (/24

R3 (config)# no router rip

R3 (config)# ip route 172.30.0.0 255.255.252.0 serial 0/0/1
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Routing Tables

soon

DCE g 16sam0

Static
oute

soon
= Faoo

RZ2# show ip route

<output omitted>

Gateway of last resort is 0.0.0.0 to network 0.0.0.0
172.30.0.0/24 is subnetted, 3 subnets

1621685028

R
c
c

c
Sk

CCNA2-50

172.30.1.0 [120/1] wvia 172.30.2.1, 00:00:03,

172.30.2.0 is directly connected, Serial0/0/0

172.30.3.0 is directly connected, FastEthernet0/0
192.168.4.0/30 is subnetted, 1 subnets

192.168.4.8 is directly connected, Serial0/0/1
0.0.0.0/0 is directly connected, Serial0/0/1

serial0/0/0

R3# show ip route
<output omitted>
Gateway of last resort is not set
172.30.0.0/22 is subnetted, 1 subnets

172.30.0.0 is directly connected, Serial0/0/1
192.168.4.0/30 is subnetted, 1 subnets

192.168.4.8 is directly connected, Serial0/0/1
192.168.5.0/24 is directly connected, FastEthernet0/0

c
c
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Propagating the Default Route

I
Routing Table

R1l# show ip route

<output omitted>

Gateway of last resort is not set
172.30.0.0/24 is subnetted, 3 subnets

(o] 172.30.1.0 is directly connected, FastEthernet0/0

c 172.30.2.0 is directly connected, Serial0/0/0

R 172.30.3.0 [120/1] wvia 172.30.2.2, 00:00:05, Serial0/0/0

e What about R1?
» Knows the 172.30.0.0/24 subnets but nothing else.
* How does it forward traffic destined for the internet?
* |t also needs a default route.

» Could configure a static default route on every router but
this is inefficient and does not react to topology
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Propagating the Default Route

R2 (config)# router rip
R2 (config-router)# default-information originate
R2 (config-router)# end

R2# debug ip rip
RIP: sending vl update to 255.255.255.255 via Serial0/0/0 (172.30.2.2)
RIP: build update entries
subnet 0.0.0.0 metric 1
subnet 172.30.3.0 metric 1
¢ Instead, in R2, you can use the

defaul t-i nformati on ori gi nate command.

¢ This command specifies that R2 (already has a default
route) is to originate default information.

* R2 is to include the static default route in RIP updates.
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Propagating the Default Route

172303.021

R2 (config)# router rip
R2 (config-router)# default-information originate
R2 (config-router)# end

R2# debug ip rip
RIP: sending vl update to 255.255.255.255 via Serial{y//0/0 (172.30.2.2)
RIP: build update entries

subnet 0.0.0.0 metric 1

subnet 172.30.3.0 metric 1

Rl# show ip route
<output omitted>
Gateway of last resort is not set
172.30.0.0/24 is subnetted, 3 subnets
£ 172.30.1.0 is directly connected, FastEthernet0/0
c 172.30.2.0 is directly connected, Serial0/0/0
R 172.30.3.0 [120/1] wia 172.30.2.2, 00:00:05, Serial0/0/0
C 172.30.1.0 1s directly connected,
R* 0.0.0.0/0 [120/1] wia 172.30.2.2, 00:00:16, Serial0/0/0
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